Dear Commissioners:

Thank you very much forthe time and attention that you gave to my
previous letter. Please allow me to expand onitandtry to answerthe
specificquestions that you posed.

QUESTION 1. The proposed fund, if approved, would be the first
exchange-traded product available on U.S. marketstohold a

digital asset such as bitcoins, which have neitheraphysical form
(unlike commodities) noranissuerthat is currently registered

with any regulatory body (unlike securities, futures, or

derivatives), and whose fundamental properties and ownership can,
by coordination among a majority of its network processing power,
be changed (unlikeany of the above).[...]

QUESTION 1a. What are commenters'views about the current
stability, resilience, fairness, and efficiency of the markets on
which bitcoins are traded?

Between the sixth and seventh amended filings of the COIN ETF
proposal, the largest BTC-USD trading exchange -- Bitfinex, based in
Hong Kong-- allegedly suffered asecurity breach andlost 72 million
USD in bitcoins (1).

To my knowledge, the Bitfinex management did notreportthe incident
to law enforcement authorities, and there has been no auditor
investigation by any independent entity; only are-evaluation of their
security practices by a private company contracted by Bitfinexitself
(2). To handle the loss, the Bitfinex management unilaterally decided
to applya 36% "haircut" on all useraccounts (3), and created an
unsecured and unbacked internally traded token ("BFX") to nominally
compensate theirclients forthe cut.

Apart fromitsimplications forthe security of bitcoin holdings
(addressed elsewhere in this letter), the way the incident was

handled by management highlights the fact that bitcoin trading largely
happensin exchangesthatare not subject to any of the safeguards and
regulationsthatinvestors expect from stock and commodity exchanges.

Because of the lack of regulations and oversight, the largest bitcoin
exchanges -- which determinethe currency's price -- may be engaging
in many practices that would beillegalin otherfinancial markets,
such as wash trades, insertion of fictitious entries in order books,
front-running, and even trading with non-existing bitcoins. There is
no clearevidence of such practices, butthe CEO of one of the largest
Chinese exchanges accused hisrivals of engaginginthem (4). Anyway,
it would be surprisingif such practices did not occur, since they



would be easy to implement, impossible to detect, perfectlylegal --
and extremely lucrative.

While US-based exchanges, such as the sponsor's own Gemini, are
subjectedtostricter regulations and auditing forthe holding of
clientaccounts, the tradingitself seemstooccurina regulatory
vacuum, and seems impossible to audit effectively.

(1) Reuters Technology News 2016-08-03:
"Bitcoin worth $72 million stolen from Bitfinexexchange in Hong Kong"
http://www.reuters.com/article/us-bitfinex-hacked-hongkong-idUSKCN10EOKP

(2) EconoTimes 2016-08-19:

"Bitfinexsuspends use of BitGo segregated multi-signature wallet solution”

http://www.econotimes.com/Bitfinex-suspends-use-of-BitGo-segregated-multi-signature-wallet-
solution-264659

(3) Reuters Technology News 2016-08-06:
"Bitfinexexchange customersto get 36 percent haircut, debt token"
http://www.reuters.com/article/us-bitfinex-hacked-hongkong-id USKCN10106H

(4) Coindesk 2014-01-28:
"The Reality of Chinese Bitcoin Trading Volumes"
http://www.coindesk.com/reality-chinese-trading-volumes/

QUESTION 1b. What are commenters'views on whetheran asset with
the novel and unique properties of a bitcoin is an appropriate
underlyingassetforaproduct that will be traded on a national
securities exchange?

Indeed the instrument would be unique, for being a derivative of an
entity thatitself has no material existence, no backingasset, no
accrued revenue, and no responsible entity. But those are notits most
problematicaspects.

| believethatthe filing, in spite of its overall thoroughness and
frankness, does notadequately describe the risks and negative
expectations of the fund. In particular, it fails to accurately convey

the (un)likelihood that bitcoin willbe one day a significant currency

for legal internet commerce -- the only mechanism that would allegedly
give ita non-speculative value, in some unspecified distant

future. As explained below, there isno reasonto believe that such
scenariowill happen, and many reasonsto believe thatit will not.

Without that alleged fundamental value, bitcoinisreduced toan asset



whose valueis entirely speculative, like that of a pump-and-dump
penny stock. Indeed, the most problematic"innovation" of the proposed
ETF is that itwould be (asfar as | know) the firstinvestment

instrument backed by an assetthat is *guaranteed mathematically* to
give a nettotal lossto its investors.

BITCOIN CANNOTEVERBECOME A SIGNIFICANT CURRENCY FOR LEGAL COMMERCE
He money velocity equation

Theoretically, in the absence of speculative trading, the price P of a
unitof a currency (in USD, say) is related tothe volume V of
paymentsdone with it (in USD/day), the time Tbetween reuses of the
same currency unit (in days), and the number N of currency unitsin
circulation, by the equationP=V xT / N.

For bitcoin, inthe distant future when all coins have been mined, N
would be 21 million BTC. Atpresent, itisabout17 million BTC. Using
a generous estimate of V=10 million USD/day for legal payments, and
T =17 days, we get P =10 USD/BTC.

Theillegal paymentvolume is probably many times the legal one, but
eventhatis clearly not nearly enough to justify the current price of

over 700 USD/BTC. And | suppose thatthere isnoneedto discuss the
desirability of an ETP whose success depends on considerable expansion
of itsillegal uses.

This computationindicates thatthe current bitcoin price islargely
speculative, based on hopes of asubstantial increase of its use as
currency in some indeterminatefuture. How realisticare those hopes?

For starters, a price level of 1000 USD/BTC would require more than

100 times that generous estimate of the paymentvolume, namely over1
billion USD/day. Butthere is no reason to expectsignificant growth

of adoption beyond presentlevels; and many reasons to expect
stagnation, or even the demise of bitcoin.

Bitcoin's mainuse as a currency isinillegal payments

The use of bitcoin for ILLEGAL paymentsisindeed significantand
apparently growing. Those uses include online gambling (in the USand
otherjurisdictions where itis prohibited), purchase of illegal drugs

for consumption ordistribution (5), purchase of fake identity
documents, weapons, and otherillegalitems, cashing gains from stolen
creditcards (6), ransomware (7), child pornography (8), tax evasion,
and more. Ransomware alone is expected to netits operatorsover1
billion USD of revenue thisyear(9).



Indeed, the first price rally experienced by bitcoin, in late 2010 and
early 2011, was probably due toits "discovery" by dark market
operators, who started to discussitintheirforumsas a replacement
for Liberty Reserve, which had served "bank of crime" (10).

Bitcoin has also become a popular payment medium demanded by many
classical frauds, such as prepaid sales of merchandise orservices

that are neverdelivered, investmentin phony enterprises (through
"Initial Crowdfunding Offerings" orCOs) (11), and ponzi funds (12).

(5) Motherboard.com, 2016-10-14:
"Cocaine Bust Shows How Close the Dark Web and Street Crime Really Are"
http://motherboard.vice.com/read/cocaine-bust-shows-how-close-the-dark-web-and-street-crime-

really-are

(6) Tom's Guide, 2014-02-27:
"How to Buy Stolen Credit Cards from the 'Amazon of Cybercrime"
http://www.tomsguide.com/us/how-to-buy-stolen-credit-cards,news-18387.html

(7) The Atlanticmagazine, 2016-06-07:

"The New Economics of Cybercrime"

http://www.theatlantic.com/business/archive/2016/06/ransomware-new-economics-
cybercrime/485888/

(8) International Business Times, 2016-06-06:

"Britain's worst paedophile Richard Huckle: How monster preyed

on Malaysian children and wanted Bitcoin for child porn”

http://www.ibtimes.co.uk/britains-worst-paedophile-richard-huckle-how-monster-preyed-malaysian-
children-wanted-bitcoin-1563911

(9) David Fitzpatrick and Drew Griffin, CNN Money, 2016-04-15:
"Cyber-extortion losses skyrocket, says FBI"
http://money.cnn.com/2016/04/15/technology/ransomware-cyber-security/

(10) FBI Intelligence Assessment, 2012-04-24:

"(U) Bitcoin Virtual Currency: Intelligence Unique Features Present

Distinct Challengesfor Deterring lllicit Activity", pages 5-6.
https://www.wired.com/images blogs/threatlevel/2012/05/Bitcoin-FBl.pdf

(11) George Markides on Medium.com, 2014-04-11:

"Neoand Bee: Enthusiasm for new tech cloudsinvestor

judgmentand how Cypriot authorities failed to act YET AGAIN"
https://medium.com/economic-thoughts/neo-and-bee-31667a1d1243#.4kw4tzxza

(12) SEC Office of Investor Education and Advocacy, 2013-07:
"Investor Alert: Ponzi schemes Using virtual Currencies"
https://www.sec.gov/investor/alerts/ia virtualcurrencies.pdf




Bitcoin has little advantage overtraditional payment methods

Bitcoiniswidely usedforillegal payments because itis practically
the onlyinternational digital payment system that outlaws can use.

For LEGAL payments, on the other hand, bitcoin's only alleged
advantage overtraditional payment systems, such as credit cards,
would be its low transaction fees -- currently lessthan 0.20 USD in
most cases. However, users often need to convert bitcoin from and to
national currencies, and these conversions may easily add to more than
the fees of other media. Bitcoin-dispensing machines ("bitcoin ATMs"),
for example, can charge 7% or more as explicitfee, and often use
exchange rates that are substantially different from the spot market
price (13).

(13) Rob Wile, Business Insider, 2014-05-10

"Think Fees On Normal ATMs Are Expensive? Check Out What

It Costs To Use A Bitcoin ATM"
http://www.businessinsider.com/using-a-bitcoin-atm-is-actually-pretty-expensive-2014-3

Bitcoin use forlegal payments does not seemto be growing

Unfortunately, thereis noreliable data on the use of bitcoin for
legal payments. However, thereis some indirect evidence that the use
islimited, and does not appearto be growing.

Thereis no way to know how much bitcoinis being paid to legal
merchants and service providers by directly using the bitcoin network.
However, itseems likely that the volume of such direct bitcoin
paymentsissmall compared to the volume that goes through the
so-called "bitcoin payment processors", such as BitPay, Coinbase,
Circle, Xapo, and others.

Unfortunately, all those companies are privately owned, and do not
publish financial statements. A rare exception was areport by BitPay,
one of the largest bitcoin payment processors, that summarized their
operationsfor2014 (14). They claimed to have processed almost 160
million USD worth of paymentsin that year. Of these, about 60 million
are payments for general goods and services; the remainderare
payments related to bitcoin miningand conversion of bitcoins into
otherpayment media (precious metals and gift cards). Thus the volume
of e-commerce through BitPay was only about 170,000 USD perday in
that year. Contrast that with the estimate of 1 billion USD expected

to be earned by ransomware hackers this year (9).



It mustbe noted that merchants who accept paymentthrough BitPay do
not actually accept bitcoins. Rather, the customer who chooses that
paymentoptionisdirected tothe BitPay server, thatreceives his
bitcoinsand sendsthe equivalentindollars (or other national

currency) to the merchant. Still, that conversion can be considered a
use of bitcoin as currency, for the purposes of estimating the
"fundamental price".

Otherbitcoin paymentservices, like Coinbase and Circle, keep custody

of the client bitcoins, but not necessarily in the form of bitcoins.

When a customer of such a company needs to make a "bitcoin" paymentto
a merchant, the company simply sends the dollar equivalent to the
merchant, and deducts the properamount of bitcoinsfromthe client's
entryinthe company's private ledger. Thus, those "bitcoin payments"

do notreally entail use of bitcoin as a currency. The same caveat can

be made about various "bitcoin debit cards", that are charged with

bitcoins but dispense national currencies to merchants.

By and large, customers and merchants engagedinlegal e-commerce and
internetservices donotseemtofindthe alleged advantages of

bitcoin (mainly, fee savings) sufficient compensation forthe hassles

of using bitcoin, such asthe need to use special software and the

limited acceptance of the currency. BitPay claimed at one time to

serve 100,000 merchants worldwide, but many of those apparently have
seensolittle BTCsales volume that they have stopped acceptingit

(15).

An analysis of the blockchain shows that there are lessthan 1.5

million addresses ("accounts") that contain more than 0.1 BTC
(presently worth about 70USD) (16). Admittedly, thatis notthe
numberof users. On one hand, many bitcoin usersletcompanieslike
Coinbase orexchanges keep custody of their coins, and therefore would
not be counted in that statistic. On the other hand, bitcoin users who
handle the coinsthemselves typically keep themsplitinto several
separate addresses, because of the way that the protocol works. All
things considered, however, that statisticis strongevidence that

there are less than 1.5 million active bitcoin usersin the world.

As one anecdotal bit of evidence, the city of Zug has been described
by bitcoin newssites as "Switzerland's Crypto Valley" due to several
cryptocurrency-related companies having set up theirlegal address
there. Last May, the town's government started accepting bitcoin for
payment of taxes and fees, up to 200 Swiss francs. As of thisweek,
the option was used only nine times by Zug's citizens (17). This
statisticsuggests thatonly a couple dozen of the town's 35,000
residents, at most, are willing and capable to use bitcoin for
ordinary payments. While thisis just one anecdote, incidents of
failed adoption are posted all the time in bitcoin forums.



(14) Tim Swanson, Great Wall of Numbers, 2015-04-17:
"Agift card economy: Breaking down BitPay's numbers"
http://www.ofnumbers.com/2015/04/17/a-gift-card-economy-breaking-down-bitpays-numbers/

(15) Kevin Collier, The Daily Dot, 2016-01-02:
"The great Bitcoin experiment that failed"
http://www.dailydot.com/layer8/bitcoin-bowl-bitpay-one-year-later/

(16) BitInfo Charts, 2016-10-29:
Distribution of bitcoin addresses by value
https://bitinfocharts.com/top-100-richest-bitcoin-addresses.html

(17) Michael del Castillo, Coindesk.com, 2016-10-31:
"ForBlockchain Startups, Switzerland's 'Crypto Valley'is No New York"
http://www.coindesk.com/blockchain-innovation-switzerland-crypto-valley-new-york/

Inherentlimits towidespread use

A serious obstacle toincreased adoptionis that the bitcoin network

is currently saturated and cannot handle more than the current traffic
(about 230,000 transactions perday on average, orabout 2.7

transactions persecond). This limitisimposed by a parameter--the
maximum size of ablockin the chain-- that is hard-codedinthe
currentreference implementation. Some improvements have been proposed
that wouldincrease the capacity by 70--100% overthe nextyear;

however, due to dissensions among developers of the code and other
players, itis not certain that they will be implemented (18).

Beyond the nextyear, the possibility of capacity increases are
uncertain. The developers who are in control of the reference
implementation (supported by Blockstream, acompany with 70 million
USD of venture capital) are opposed to furtherincreasesin capacity,
arguingthat the bitcoin network should not attemptto serve everyday
e-commerce payments, but rather process only infrequent high-value
"settlement" transactions.

That camp claimsthat the bulk of bitcoin currency usage should be
carried out by a separate network, with radically different design.
There ishoweverno proposal forthis "overlay network" that is
technically and economically viable; and the obstacles are such that
such thing may be impossible to build, on both grounds.

While the vision of bitcoin as a "settlement network" is not wholly
shared by the community, itislikely to prevailinthe comingyears.
Unable to grow, it is quite likely that bitcoin will be superseded by
othercryptocurrencies, forboth legal and illegal payments.



(18) John Hardy, SeeBitcoin, 2016-10-17:

"The blocksize debate:isanendinsight for

the civil warthat has engulfed Bitcoin?"

https://seebitcoin.com/2016/10/the-blocksize-debate-is-an-end-in-sight-for-the-civil-war-that-has-
engulfed-bitcoin/

The bitcoin networkis extremely inefficient

One of the keyingredientsin Satoshi's designisthe "proof-of-work"
mechanism, whose purpose is to ensure that miners cannot be cloned by
the millions to overwhelmthe voting for the true blockchain. It

requires minersto performadifficult computation for each new block
added to the blockchain. The difficulty of this testis automatically
adjustedto ensure that all minersinthe world can solve the
proof-of-work riddleforonly one block every 10 minutes, on average.

A consequence of thisarrangementisthat miners will expand their
installation until the costs of mining (largely the cost of the
equipmentand electricity bills) are alarge fraction of theirrevenue

-- chiefly, the sale price of the "block reward" coins that the miner
earnswhen he solves another block. This reward currently amounts to
about 1 million USD perday forall miners together. Sincethe current
capacity of the network s limited to less than 250,000 transactions
perday, on average, it follows that mining costs are about 4 USD per
transaction.

Presently, the users of the bitcoin network do not have to pay any of

that amount, because that 1 million USD/day is extracted from new
bitcoininvestors, not from the users. However, the block reward coins
are programmed to decrease by 50% every fouryears. Therefore, at some
pointthe cost of miningwould have to be provided by transaction fees
paid by the users. If the capacity of the networkis not significantly
increased until then, these fees would have to be several USD per
transaction, rendering the system noncompetitive with traditional
payment methods.

The total transaction fees paid by users of the currency now add to
about 60 BTC/day, while the block rewards are about 1800 BTC/day. At
the nexthalving of the reward, about 4 years from now, the miners
will lose 900 BTC/day. To preserve the miners'revenue, the capacity
limitwould have to be removed, and usage would have toincrease by
1500% inthat time frame. If usage fails to grow that much, the
transaction feeswould have toincrease -- which would further drive
usersaway.



Bitcoin may even cease towork as block rewards dwindle

Recently, agroup of computerscientists have pointed out that the
bitcoin protocol may become unstable inthe future when transaction
feesreplace the block rewards as the main revenue of miners (19).
They conclude that miners will then be motivated to delay processing
of transactions forindeterminate periods, orevenreverse already
confirmed transactions, in orderto "steal" transaction feesfrom
otherminers.

Since thisisarecentresult, itis possible thata remedy will
be found before thatsituation occurs. That is not certain, however,
since the problem depends on fundamental features of the protocol.

One possible solution may be to modify the protocol to stop the
decline of the block reward. Butthat wouldintroduce currency
inflation, and would probably lead to massive divestment of
the coin, leadingto a price crash.

(19) Miles Carlsten, Harry Kalodner, S. Matthew Weinberg, and
Arvind Narayan, 2016-10-21:

"Onthe Instability of Bitcoin Without the Block Reward"
http://randomwalker.info/publications/mining CCS.pdf

Bitconis unlikely to evolve and remain competitive

The dispute aboutincreasing or not the maximum block size parameter
has deeply divided the community forthe pasttwo years, and even
forced the demise of the chief developer who managed the project after
Satoshileftthe scene, from 2011 to 2014. This bitterstrife over

such relatively minortechnical issue shows that bitcoinis unlikely

to incorporate improvements that other new cryptocurrencies may
introduce. Therefore, itis almost certain that, if cryptocurrencies

have a long enough future, bitcoin willbe superseded by some better
coin.

Bitcoin was only the first prototype of this radically new form of
paymentsystem. The factthat itworked as intended fortwo years, and
isstill runningin some fashion, is proof of the competence of its
inventor. But his design did have some fatal flaws, such as the capped
issuance (that made the currency an object of wild speculativetrade,
leadingtoitsincurable volatility), and amining reward mechanism
that inevitably led to the concentration of 70% of mining power
("hashrate")in 7 companies, all in China (20).

(20) Blockchain.info charts, 2016-10-31:
"Hashrate Distribution: An estimation of hashrate



distribution amongst the largest mining pools"
https://blockchain.info/pools?timespan=4days

Objectively, Bitcoin has already failed

In fact, the concentration of miningin ahandful of companies means
that bitcoin has failed to achieve its stated goal: "an electronic
payment system based on cryptographic proof instead of trust, allowing
any two willing parties to transact directly with each otherwithout

the needfora trusted third party" (21).

Bitcoin was expected to achieve that goal because it was assumed that
mining would be carried out by tens of thousands of independent and
anonymous miners, scattered all overthe world, motivated by fees and
block rewards to cooperate with the system ratherthan sabotage it.

In the presentreality, that goal -- which is bitcoin's only reason

for existence --isnotachieved. The 4largest miningcompanies have
54% of the total hashrate, which technically enables themto block and
reverse transactions, orimpose changesin the protocol. Users must
therefore depend onthose companies, and must trust them not to block
or reverse their payments.

In the presentscenario, the slow and expensive proof-of-work
mechanismis quite pointless. The same service, with same security,
could be provided by a consortium of 4--8 companies maintaininga
traditional ledger with standard shared database technology --
thousand times faster, at negligible transaction cost, and with
essentially unlimited capacity.

The concentration of miningisinevitable, becausealarge mining
company has many advantages overtwo independent companies halfits
size. Apart from the usual economies of scale, the large minercan get
better prices from equipment manufacturers and electricity providers,
has a wider choice of location, can afford in-house development of
hardware and software, has more resources for marketing, and has
better chances of getting funding and support from governments and
investors (22).

On the otherhand, bitcoin miningis not subjected to any of the
factors that limit concentrationin other markets -- such as
transportation costs, need for personal consumer interactions, niche
sub-markets forspecialized versions of the product, national
regulations and customs tariffs. Therefore, there is noreasonto
expectthatthe concentration will decreasein the future.

Rationally, bitcoin should have ceased operations as soon asit became



evidentthat mining would become hopelessly concentrated. It still
continuesto exist only because (a) the miners make more than 1
million USD perday by sellingtheir mined coins to hopeful investors;
(b) the current holders of bitcoins need to recruit new buyersin
orderto recovertheirinvestmentsand obtain the expected profits;
and (c) those who use bitcoin forillegal purposes do not care about
the centralization of mining, aslongas the miners get their payments
through.

(21) Satoshi Nakamoto, 2009-03-24:
"Bitcoin: A Peer-to-Peer Electronic Cash System"
https://bitcoin.org/bitcoin.pdf

(22)Jamie Redman, Bitcoin.com, 2015-09-27:
"BitFury’s Georgian Technology Park to Create new Jobs"
https://news.bitcoin.com/bitfurys-georgian-technology-park-create-new-jobs/

Bitcoinis not a scarce resource

The hopes of large price increasesin the future restonthe belief

that there will be afixed number of bitcoins that will be used to

carry an increasingamount of paymentvolume. However, that belief may
failinvarious ways.

First, if miners see theirrevenue decrease, they may force achange
inthe protocol so as to extend the issuance of new coins (as block
rewards) indefinitely. Then the supply of bitcoins will expand with
time. (Alternatively, the miners may impose a demurrage tax, that
would have the same effect but without changing the 21 million BTC
issuance cap.)

Second, if a legal bitcoin economy does develop, there will be
"bitcoin banks" that (like present-day banks) will create "doubly
virtual" bitcoins whose ownershipis notrecorded inthe blockchain,
but onlyintheirinternal ledgers. Peopleare likely to accept those
bank-created bitcoins as equivalent to the "real virtual" bitcoins,
justas today most people see no difference of value between dollars
in cash and dollarsin bank accounts. Payingand sending those bank
bitcoins will be much faster (seconds instead of many minutes) and
much more efficient (fractions of penny pertransaction) than using
the bitcoin network. Thus bank-created bitcoins (which are not subject
to the 21 million cap) would very likely replace the "real virtual"
bitcoins.

Third, bitcoinis not the only cryptocurrency. Hundreds of other coins
were created since 2013, and more than 200 of those continue to be
actively traded by speculators (23). While most of those "altcoins"



were simple copies of bitcoin, created to profit from pump-and-dump
tradingand/orthe "private currency scam" aspect (see below), some
had interestinginnovations, that could make them more attractive than
bitcoinforbothlegal andillegal trade.

Ethereum, forexample, expanded bitcoin's blockchaintoinclude
executable programs, ratherthan just one-time coin transfer orders.

The programs would be executed by the Ethereum miners, in stages, over
an indeterminate period. Such programs were intended to implement
so-called "smart contracts", that would dispense payments

automatically and irrevocably on certain computable conditions.
Ethereum smart contracts were even claimed to make lawyers and courts
superfluous (24).

Until a few months ago, Ethereum's popularity and price were growing,
and itlooked like it would displace bitcoin as the dominant
cryptocurrencyinafew years. That did not happen only because many
Ethereuminvestors (including several chief developers) lost coins
worth 70 million USD to a hacker who exploited a programmingerrorin
a large smart contract. In an attempt to recoverthose funds, the
developers and minersagreed to "rewind" the blockchaintoan early
state, canceling that smart contract. That decision made the world
realize the fragility of the smart contract concept, caused the coin

to splitintwo (25), and apparently destroyed its chances to take
bitcoin's place.

Nevertheless, Ethereum showed that the possibility of bitcoin being
superseded by abettercryptocurrency, inaslittle asa few years, is
quite real.

Evenstronger competition to bitcoin forlegal e-payments comes from
digital payment systems that are being developed or considered by
mobile computing companies, such as Apple Pay, GooglePay, SamsungPay;
or by telecommunication companies, such as mPesain Kenya(26); or by
the governments of some countries, such as Ecuador (27) and Great

Britain (28). These payment systems will have huge advantages over
bitcoinin speed, efficiency, security, support, usability, etc..

Moreover, they will use the existing national currencies, which will
letthem immediately integrate with the entire national economy, and
avoid the inherentvolatility of the bitcoin currency.

(23) CoinMarketCap.com, 2016-10-29:
"Crypto-Currency Market Capitalizations"
https://coinmarketcap.com/all/views/all/

(24) Wikipedia, 2016-10-31:
"Ethereum"
https://en.wikipedia.org/wiki/Ethereum




(25) Paul Vigna, Yahoo Finance, 2016-08-01:
"Ethereum: A Digital Currency Splitin Two"
http://finance.yahoo.com/news/ethereum-digital-currency-split-two-230200061.html

(26) The Economist, 2013-05-27:
"Why does Kenyalead the worldin mobile money?"
http://www.economist.com/blogs/economist-explains/2013/05/economist-explains-18

(27) The Guardian, 2015-02-26:
"Ecuador launches new digital currency —but most residents know little

aboutit"
https://www.theguardian.com/world/2015/feb/26/ecuador-digital-currency-dollar-rafael-correa

(28) RT.com, 2016-07-20:
"Bank of England considersissuingits own digital currency "
https://www.rt.com/business/352280-england-cb-bitcoins-issue/

Full use as currencyis logically impossible

It may be argued that the number N of coinsin circulation for payment
usesisactually much smallerthan the 17 million existing coins. Even
though thereisno reliable dataabout that metric, itis quite likely

that 90% or more of the extant coins are locked up in hoards. Then the
money velocity equation would give amuch higher price, perhaps 100
USD/BTC or more.

However, if that situation will persist until the current holders

start cashingtheir profits, the price will be very volatile, and will

still be determined by the speculators ratherthan the users. If only
10% of the hoarded bitcoins are sold by long-terminvestors to users,
the amount N in circulation will nearly double. Since the volumeV is
fixed by the economy, the price P will drop by almost 50%.

Therefore, the price would be determined by the users only if most of
the extant coins were incirculation. But then, asthe economy
expands, the fixed coin supply would cause the dollarvalue of the
cointo rise. However, if the value of acurrency rises, no one will
wantto use it for payments;itwill be hoardedinstead.

That is, the assumption that the price will one day be determined by
usage leadstoa logical contradiction. Onthe otherhand, the
assumption thatthe price will always be dominated by speculationis
equally untenable. To escape this contradiction, the coin must have no
usage AND no speculative value.



BITCOIN ASA NEGATIVE-SUM GAMBLING GAME
Bitcoin use as currency is not real consumption

It has been claimed thatthe sale of bitcoinsto "users" -- people who
buy bitcoinsforuse as a currency of commerce, ratherthan for
investment or speculation motives -- would be the equivalent of the
"final consumption" that creates a "fundamental" price forother
commodities, including gold.

But that isincorrect, because the use of bitcoins as currency does
not destroy them. Every bitcoin thatis boughtbya "user" will be
re-sold (for money, orforgoods and services) to another "user", and
will eventually returntothe same market where investors trade.

Thus, for the purpose of understanding the flow of value in bitcoin
trading, itis not useful to separate the investorsfromthe users.
The users are justinvestors who hold the coins forshorter periods
and trade them for different motivations. It follows that the sales to
"users" do not affect the negative-sum character of the "bitcoin
investmentgame":the sumtotal of the losses of all those who buy,
earn, sell, orspend bitcoins will be greater (by hundreds of millions
of dollars) than the sum total of all the profits that they may
achieve.

Ifthe demandforlegal currency uses could one day be high enough,
investinginthe ETP could perhaps be justified by considering users
of the currency a separate group from the ETP investors. Then, while
negative-sumasa whole, the "game" could give a positive expected
returnto ETP investors by pushingall losses to the users.

However, forthatto be possible, the demand of bitcoins for currency
use should be high enough to sustain the price above its present
level. As argued above, that expectation has no rational basis.

The bitcoininvestmentgame

Anyinvestmentinstrument can be analyzed as a game where investors

put moneyinwhentheybuytheinstrument, and take money outwhenthey
sellitor receive revenue fromit (dividends, interest, rent,

royalties, etc.). The profit realized by an investor, up to a certain

date, isthe total money that he took out, minus the total money that

he put in. The total profit of the game is the same difference, summed
overallinvestors.

To my knowledge, every investmentinstrumentthatis publicly traded
allows atleast the possibility of yielding positive profits forall its



investors. Inthe case of a common stock, for example, the company is
requiredto provide at IPO convincing arguments that its total

profits, over (say) the coming 10-20 years, are likely to be greater
than the value to be collected atthe IPO. Inthat case, the
"investment game" above will eventually have a positive total profit;
and the way profits are distributed willthen ensure thatevery
investor who held the stock overthat entire period will havea
positive profit. Acompany that cannot show at least a substantial
chance of positive total profit should notbe formedin the first

place, and should be avoided by rational investors.

Some investmentinstruments are notexpected toyield profits, butare
marketed primarily as hedges against collapse or otherinstruments.
Such instruments mustensure, atthe very least, thatthe loss of each
investor will be limited to afraction of the invested amount. Agold
fund, forexample, provides such assurance, becausethereisa
non-speculative final consumption demand for gold (forindustrial and
decorative uses) thatis almost certain to persist for decades to

come, and will ensure a positivesale price forthe metal. Whileitis
possible, oreven likely, that the total profit of gold investors will
ultimately be negative, the loss will surely not be 100% of the
investment.

In the case of bitcoin, however, there isnoinput of moneyintothe
"investment game" other than whatthe investors putin. as argued
above, thereisnotevena non-investment demand due to final
consumption, as there isforordinary commodities. On the other hand,
thereis a steady flow of money out of the game that goes to the
bitcoin miners, who only sellcreated bitcoins toinvestors

without buyingthem first.

Therefore, bitcoinis unigue amonginvestmentinstrumentsin beinga
mathematically guaranteed negative-sum game. Atany time in the future,
the sum total of the money spent byinvestorsinthe purchase of

bitcoins will be greaterthanthe sumtotal of the moneythatthe
investors obtained by sellingthem. The difference willbe the money

that miners collected by selling their bitcoins; which at present,

grows by approximately 1.1 million dollars every day.

Thus, it is mathematically impossible that all investors will obtain a
positive profit, atany future time. Foreveryinvestorin bitcoins

that will obtain a profit, there must be one or more investors who

will lose money, whose losses will have provided that person's profit.
Andthere mustbe many more investors whose losses will have provided
the miners'revenue.

Indeed, the expected profit of aninvestor chosen atrandom, whichis
the same as the average investor profit, willalways be negative -- by



mathematical necessity.

The bitcoin "investment deficit"

Since there is noother input of money to the "bitcoin investment

game" otherthan purchases by investors, and every sale occurs
simultaneously with a purchase by anotherinvestorforthe same value
(plustrading fees and taxes, if any), the total investorloss --

difference between total money provided and total money withdrawn, by
allinvestors --isnotlessthan the price paid by the last purchaser

of each coin, summed overall coinsin existence.

Note that thislast quantity, which | wil call the "investment
deficit", ignores profits and losses that have already been realized
by investors who sold some orall of their coins. It considers only
the amountthat has beeninvested in the existing bitcoins by their
currentowners.

This metriccannot be determined exactly because bitcoin trades are
almostall anonymous. We can however obtain looselower and upper
bounds by consideringthe minimum and maximum market price that could
have been usedtoacquire each coin that has been created sofar.

That is, for each date D since 2009-01-03, let N(D) be the number of

bitcoins created by the miners on that date, and let PMIN(D), PMAX(D)

be the minimum and maximum market price (in USD/BTC) observed between
date D and the presentdate. The investment deficitis atleastthe

sum of N(D)*PMIN(D), and at most the sum of N(D)*PMAX(D), overall
datesD.

(Some coins, including the first million coins created by Satoshi

himself, are still in possession of their miners, and thus were never
purchased. Forthose coins, one should considerinstead the cost of
mining, which the minerwould like to recover. However, the difficulty
adjustment mechanism and the open competition among miners are such
that the cost of miningis usually alarge fraction of the market

price. Thus, for the purpose of investment deficit estimation, we can
assume that each minersold his coins to a fictitiousinvestorat some
point afterthe creation.)

By my computations, the investment deficit of bitcoin today between
about 160 millionand 17 billion USD. Thatis, in orderfor all the
currentbitcoin holderstorecoverthe price they paid forthose

coins, a minimum of 160 million USD, and perhaps as much as 17 billion
USD, would have to be provided by new investors. And that of course
would notclearthe investment deficit; itwould only passitonto

those new investors.



Value generated by bitcoin use as currency does not go to investors

Anotherpointthat must be stressedisthatthe value that users may
derive fromthe use of bitcoin as currency is provided by the bitcoin
mining network, not by the bitcoins themselves; and those users pay
for that value through transaction fees, that go to the minersand not
to bitcoin holders.

For example, suppose that bitcoin wereto carry billions of dollars
paymentsforthe next 10 years, and then ceased to exist. Aninvestor
who bought bitcoins today and held them for 11 years would not receive
asingle penny of the value generated by that currency use, and would
lose 100% of hisinvestment. Contrast that with asimilarthought
experiment, but usingacompany's stock instead of bitcoins.

Oneshould note, in fact, that the value generated by using bitcoins
for commerce isreceived mostly by those who spend them quickly;
whereasthe "inflation" losses caused by the divestment of old hoards
are borne mostly by those users who hold the bitcoins forlonger
periods (weeks or months) before selling or spendingthem.

The Private Currency Scam

Evenifthe fabled massiveadaption wereto materialize inthe future,
bitcoin would still be fundamentally atype of pyramid scheme,
specifically what | woudl call a "private currency scam".

In this scheme, aperson (orsome private company) createsanew
currency-like instrument. He puts some amount of the currencyin
circulation, whilereservingalarge amount for himself. If and when
the currency gains some acceptance, and a much higherunit price
(eitherfrom high use volume, or by speculative trading), the scammer
uses hisstash (or newlyissued currency)to acquire large amounts of
merchandise and services.

The scam aspect of this scheme is evidenced by the fact thatthe
profitof theissueris not proportional tothe service thathe
rendered tosociety, but mainly to the size of his private hoard. The
victims of this scam, whose lossisthe issuer's gain, are diffuse:
they are the users of the currency, who lose value while holding the
currency (often without evenrealizingit), due tothe gradual dropin
itsvalue caused by the dumping of the issuer's stash.

Thisis one of the reasons why the issuing of currenciesis generally
considered a privilege of governments, or of entities authorized by



them. While agovernmentalso takes billions of dollars worth of value
fromits citizens, wheneveritissues more of the national currency,
itisexpectedtoreturnthatvalueto the citizensinthe form of
publicservices andinfrastructure. Whereas, in the case of a private
issuer, none of that value returns to the users.

It is my belief that Satoshi did notintend to execute aprivate
currency scam. When he released the system for publicuse, he did not
have any previously mined bitcoins. He did amass a large hoard (about
1 million BTC) in the early months, when he was still the only person
miningit; but those bitcoins have never been used. Still, if he were

to spend them today at merchants and services that accept bitcoin, he
could take up to 700 million USD of value from those who use the
currency (and, eventually, from the investors, as those coins dribble
back to the market). Early bitcoin holders are well aware now of this
private currency scam aspect, andit is part of itsattractiveness as
investment.

The private currency scam aspect of cryptocurrencies was also well
knownto all those who created new altcoins after bitcoin. Many of
those altcoin creators premined large amounts for themselves before
releasing the system for publicuse, while others designed the
protocol to give themselves afraction of all mined coins, without
havingto work for them.

INSUFFICIENT DISCLOSURE

Thus, withrespectto question 1b, | would say that the negative-sum
characteristic of bitcoininvestment makes it qualitatively different

from other common investments, but similarto ponzis and other pyramid
investment schemes, to penny-stock pump-and-dump scams, and to
lotteriesand othergambling games.

Because this guaranteed negative-sum characteris so unique among
ordinaryinvestmentinstruments, it should be clearly spelled outin
the COIN fund prospectus.

Merely saying that the investor MAY lose some orall of his money is
absolutely not enough. When bitcoin holders or supporterstry to
convince others to buy bitcoins, they generally dismiss that risk by
sayingthatitalsoexistsinanyotherinvestment, includingthe
stocks of solid and highly lucrative companies; thusinducingthe
prospective buyer (oreven explicitly telling him) thatinvestingin
bitcoinis notfundamentally differentthaninvestingin stocks or
gold.

The prospectus must dispel this common misconception by explaining the



negative-sum character of bitcoin investment, observing that it
implies anegative expected profit (independently of what happensto
the bitcoin network), and warning that many of the investors will
necessarily losemoney.

Indeed, the prospectus should also observethat the numberof losers
islikely to be much larger thanthe number of winners. Thisisnota
mathematical certainty, butan estimate supported by US government
studies of other negative-sum games like ponzis, chain letters, and of
course lotteries, in which 90% or more of the "investors" are seento
exitwithloss. Itisalso supported by the observationthat gamblers
and speculativeinvestorsare more likely to exit the game when they
are losingthan while they are still winning.

QUESTION 1c. What are commenters'views on the risk of lossvia
computerhacking posed by such an asset?

Please see the answerto question 4below.

QUESTION 1d. What are commenters'views on whetheran ETP based on
such an assetwould be susceptible to manipulation?

Please see the answerto question 5a below.

QUESTION 2. Accordingto the Exchange, the Gemini Exchange Spot
Price is representative of the accurate price of a bitcoin because

of the positive price-discovery attributes of the Gemini Exchange
marketplace. Whatare commenters'views on the mannerinwhich the
Trust proposestovalueits holdings?

Please see the answerto question 5abelow.

QUESTION 3. Accordingto the Exchange, the Gemini Exchangeisa
Digital Asset exchange owned and operated by the Custodianand is
an affiliate of the Sponsor. What are commenters'views regarding
whether any potential conflict of interest or otherissue might

arise due to the relationship between entities such as the

Sponsor, the Custodian, and the Gemini Exchange?



| do notknow what standards exist forotherassetsand
exchange-traded instrumentsinthis regard. Asa layman, however, |
find it peculiarthat the value of the backing commodity is defined by
an entity underfull control of the fund's operators, instead of an
independent marketplace.

QUESTION 4. Accordingto several commenters, thereisaneed for
the Exchange to provide additionalinformation regarding “proof of
control” auditing, multisig protocols, and insurance with respect

to the bitcoins heldin custody on behalf of the Trust, in the
interest of adequate security and investor confidencein bitcoin
control. What are commenters'views on these recommendations
regarding additional security, control, and insurance measures?

Some of those measures, such as proof of control and auditing, will
only make the loss of assets (through accident, theft, or
embezzlement) evident some time after the fact. They will not reduce
the likelihood of such losses, and willnot be of much helpin
discoveringthe culprits and recovering the assets. One expects that
losses by theftoraccident will be promptly communicated by the fund
operators and investigated by law enforcement. Losses by embezzlement
will either be falsely attributed to theft (29), or the responsible
parties will flee afterthe incident(30). In all these scenarios, the
periodicauditingand proof of control exercises will not be of any
help.

As forthe use of multi-signature to protect the holdings, one thing
that the recent Bitfinex invasion showed is that such security
measures are much less robustin practice than predicted by theory.

In an attemptto secure its bitcoin holdings against embezzlement or
theft by hackers and insiders, Bitfinex maintained a separate bitcoin
walletforeach clientaccount. The coinsin the wallet were protected
by 2-out-of-3 multi-signature. Specifically, in orderto remove coins
fromthe wallet, two of these three parties had to sign the
transaction:the client, and/or Bitfinex operators, and/orthe
independent bitcoin security company BitGo. Each party created the
necessary private keys without knowledge of the othertwo.

However, in orderto keep those account wallets up-to-date with the
trades executed by the clientsin the exchange, Bitfinex had to move
coins fromand to thousands of such wallets every day. Those transfers
had to be countersigned by BitGo. Since BitGo had no way to verify
whetherthose moves were legitimate, they set up their systemto
automatically countersign them. Thus, when a hacker (allegedly)
invaded Bitfinex's system and proceeded to transferall coins from



those walletsto his own, BitGo promptly countersigned all those
moves. Somehow Bitfinex operators noticed the attack and stopped it,
but only afterthe hackerhas stolen 70 million USD worth of coins.

That incidentshould be alesson forall parties who trust
multi-signature schemes for securing their bitcoins: when
countersigningisafrequentoperation, thereis adefinite risk that
that the secondary signer(s) will treat the operation as a mere
formality -- and execute it on trust of the primary signer, withoutan
independent check of the legitimacy of the transfer. Orthat he will
evenautomate the operation, as happenedin the Bitfinex case.

(29) James D. Sallah, Crptsy Receivership, 2016-08-02:

"Second Report of Receiver", page 16"The alleged hack"

http://cryptsyreceivership.com/v1/wp-content/uploads/2016/08/Notice-of-Filing-Receivers-2nd-
Report-8-2-16-full.pdf

(30) Emma Lee, TechNode, 2014-05-20:

"Hong Kong Crypto Currency Exchange HKCEx Collapses

with Founding Team Suspected Fled"

http://technode.com/2014/05/20/hong-kong-crypto-currency-exchange-hkcex-collapses-founding-
team-suspected-fled/

Lack of true "bitcoin security" experts

The Bitfinex case, and specifically the way "bitcoin security" company
BitGo failed to perform, also highlights the fact that many "bitcoin
security experts" are inexperienced amateurs, noteven competentin
ordinary computersecurity.

There are no established practicesin that profession, and no
certification programs. Indeed | would think that there are noreal
"bitcoin security experts" atall: because the only sensible advice
that a competentsecurity expert should givetoits employer, in my
opinion, is "stay away from bitcoin".

Risk of loss from "weak" keys

Anotherlesson aboutthe (in)security of bitcoin holdings was
involuntarily provided by Blockchain.Info (BCl) someyears ago (31).
BCl is one of the largest providers of bitcoin wallet softwareand
supporting services. Unlike bitcoin exchanges and certain "bitcoin
banks" like Coinbase and Circle, BCl does not hold the bitcoins or
private keys of their clients. Instead, each client keeps that
informationin his own computer, and uses BCl-provided software
(downloaded by acessing the BCl web-pages) to manage it.



On 2014-12-08, BCl released anew version of their software foruse by
theirclients. Thatversionincluded spurious changestothe random
number generation routine, which caused it produce only 256 possible
values, instead of the astronomical variety required by the bitcoin
protocol. As a result, any new private keys generated with that
software, whilelooking just as random as properly generated keys,
were infact easily guessable: one only needed to generate the 256
possible keys, and check whetherthey "unlocked" the corresponding
address. Moreover, if two transactions taking coins from the same
addresswere signed with that software, an observerwould have one
chance in 256 of extracting from themthe private key of thataddress.

Fortunately for BCl, the problem was noticed by anindependent bitcoin
researcher who was monitoring the blockchain forthe second kind of
vulnerability above; and BCl released a fixed version of the software
lessthanthree hours later. Nevertheless, inthat short period
thousands of client had their private keys exposed, and hackers were
able to steal some of their bitcoins.

Thatincident (and afew otherslike it) highlightanimportantrisk

of the bitcoin protocol: the signature mechanismis secure onlyif the
keys are generated truly atrandom. However, there is no test that can
be appliedtoa private key todetermine whetheritisindeed random.
One must trust that the software that was used to generate itdid not
have accidental orintentional flaws, that would resultin "weak" keys
that are easy to guess by someone whoisaware of the flaw. Yet, itis
practicallyimpossibleforthe users of such software to verify that

it doesnothave such flaws. Anditisimpossibleto rationally assign

a probability value to the risk of the software being compromised.

(31) Brave New Coin:
"Blockchain.info Bug Exposes Users Private Keys"
http://bravenewcoin.com/news/blockchain-info-bug-exposes-users-private-keys/

Securityiswholly dependent on secrecy of private keys

Itis easyto overestimate the security of the bitcoin protocol by
comparingitto online banking and otherfinancial services that are
accessed viasecret passwords, and are generally trusted by their
users.

However, forthese services the passwordis only the first of several
layers of protection. If a hackersteals one's bank balance after
gainingaccessto one's password, the funds can often be recovered by
blockingand reversing bank transfers and cash withdrawals, and
ultimately by insurance.



None of these additional layers of protection are available to bitcoin
holders:if the private key is obtained by a hacker, the coins are
permanently lost.

QUESTION 5. A commenter notes that the Gemini Exchange has
relatively low liquidity and trading volume in bitcoins and that
thereisa significantrisk thatthe nominal ETP share price “will
be manipulated, by relatively small trades that manipulate the
bitcoin price at that exchange.”

QUESTION 5a. What are commenters'views on the concerns expressed
by this commenter? What are commenters'views regarding the
susceptibility of the price of the Shares to manipulation,
consideringthatthe NAV would be based on the spot price of a

single bitcoin exchange?

In the seventh amended filing, the proponents replaced the 4:00 pm
spot price at the Gemini exchange by the price of an auction that is
to be held at 4:00 pm every day, on that same exchange.

The change does notseemto affect the concerns that | expressedin my
previous letter. The auction has been occurringfor six weeks only,

and itis notclear howit will evolve. Itis not obvious thatthe

auction will be more attractive to traders than normal trading.

The auction closing volume has shown aslight decreasingtrend since
itsinception (32) and is now under 1 million USD during work days, and
considerablyless during weekends. With such low volume, itseems
possible to manipulatethe NAV value by entering suitable bids orasks
inthe auction.

If the observed downward trend inthe volume continues, italso seems
quite possiblethat, on some days, the auction may not execute any
trades, because the bids and asks fail to cross over. In that case,

the nominal assetvalue forthe day would be undefined.

(32) Bitballoon.com "GeminiAuction Price History"

http://geminiauctionhistory.bitballoon.com/
(Select "total Samount" option to see the volume in USD)

QUESTION 5b. What are commenters'views generally with respect to
the liquidity and transparency of the bitcoin market, and thus the
suitability of bitcoins asan underlyingassetforan ETP?



Since 2013, the price of bitcoin has been defined mostly by the major
Chinese exchanges, whose volumes dwarf those of exchanges outside
China. As| pointed outin my response to question 1aabove, those
exchanges are notregulated oraudited, and are suspected of engaging
inunethical practices like front-running, wash trades, trading with
insufficient funds, etc.

As forliquidity, the charts of prices at those exchangeshave a

peculiar pattern (33). Quite oftenthereisasuddenincrease or
decrease of the price by several percentage points, which seemsto be
alarge purchase or sale by a single trader. The amounts do not seem
large: while lam writing this letter, the sale of 1500 BTC (about 1.2
million USD) on the exchange BTCC (formerly BTC-China, one of the
largest of the world by trade volume) would push the price down by
more than 8%. Thus, it would seem thatthe world's bitcoin market has
rather limited liquidity.

Moreover, aftersuch a "whale move", instead of returning to the
approximate value thatit had before the move, the price remains for
hours hoveringaround the new level. linterpretthis behavior has
evidence thatthe price is defined entirely by speculation, without
any tiestofundamentals. Thatis, the traders have no reasontothink
that the new price afterthe move is "too high" or "too low", and just
continue trading atthe new price, indifferently.

(33) Bitcoinwisdom.com "OKCoin BTC/CNY" price chart
https://bitcoinwisdom.com/markets/okcoin/btccny (Select 5min
intervalstosee the abrupt changes)

QUESTION 6. The Exchange asserts that the widespread availability
of information regarding Bitcoin, the Trust, and the Shares,
combined with the ability of Authorized Participants to create and
redeem Baskets each Business Day, thereby utilizing the arbitrage
mechanism, will be sufficient for market participants to value and
trade the Sharesina mannerthat will notlead to significant
deviations between intraday Best Bid/Best Ask and the Intraday
Indicative Value or between the Best Bid/Best Ask and the NAV. In
addition, the Exchange asserts that the numerous options for
buying and selling bitcoins will both provide Authorized
Participants with many options for hedging their positions and
provide market participants generally with potential arbitrage
opportunities, further strengthening the arbitrage mechanismasit
relatestothe Shares.

QUESTION 6a. What are commenters'views regarding these



statements? Docommenters'agree or disagree with the assertion
that Authorized Participants and other market makers will be able
to make efficientand liquid marketsinthe Shares at prices
generallyinline with the NAV?

This question brings up another major difference between bitcoin and
almostany othertradeable asset:there is practically noreliable or
meaningful information about the state of the bitcoin economy.

Although the blockchain offers an open record of all bitcoin
transactions, the anonymity of the addresses prevents useful analysis
of that traffic.

It isknown that large fractions of it are not payments, but
transactions made with other purposes. A majorfraction generated by
"mixers" or"tumblers", money laundering services that move client
coinsthrough thousands of addresses, combining and splittingthem
thousands of times.

Anotherlarge fractionis due to online gambling, where the bitcoin
protocol isused only as a secure way to place bets and throw fair
dice. Othernon-payment usesinclude moving coins between "cold
storage" and "hotstorage", depositingand withdrawing coins at
exchanges, and wallet housekeeping.

There may also be a significantamount of "spam" traffic: transactions
from one ownerto himself, that are intended to simulate adoption
growth, or to harm the system by reducingits effective capacity.

There have been several obviousinstances of the latter, inthe form

of anomalous surges of incoming transactions. These "spam attacks"
created backlogs of unprocessed transactions that sometimes took days
to clear, delaying the confirmation of many legitimate transactions by
many hours. These disruptive events, which are quite unpredictable in
timing, duration, and magniture, are anotherreason why bitcoinis
unlikely to evergain wide use in commerce.

In particular, as| mentioned before, thereis no data onthe volume
of legal payments executed with bitcoin, with or without the
intermediation of those companies. Various lines of evidence indicate
that legal commercial payments make up only asmall fraction of the
total blockchain traffic, which may be as low as 5% or less.

Therefore, itis not possible to use the total trafficas a proxy
metricfor the volume of legal payments and its growth trends.
(Illegal payments are probably many timesthe legalones, butthey
still make up a minority fraction of the traffic.)

Withoutany data on the volume of legal payments -- the only parameter



that isalleged to provide value to the asset -- investors will have

no way to estimate its fair price, noteven withinan order of
magnitude. Investingin the fund, like investingin bitcoin, would be
gamblingin a crazy lottery with unknown odds, unknown payouts, and
unknown drawing date.

An efficient market requires that sufficientinformation aboutthe
asset's future value be availableto the investors. Therefore, the
answerto question 6a mustbe "no".

QUESTION 6b. What are commenters'views on whetherthe
relationship between the Gemini Exchange and the Trust's Sponsor
and Custodian might affect the arbitrage mechanism?

Please see the answerto question 3above.

CONCLUDING REMARKS

Bitcoin was created as a computerscience experiment, tovalidate a
solution that "Satoshi Nakamoto" believed to have found fora
decades-old problem. [t was not designed to be an investment
instrument--arole that itassumed only due to unfounded projections
of its future usage.

The developments of recent years have notimproved its prospects; on
the contrary, they have exposed its many flaws -- severely limited
capacity, 10-minute minimum confirmation time, centralization and
unsustainable cost of mining, inherentvolatility, uncertain survival
afterthe block reward disappears, inability to evolve, and more. Its
future isnow more uncertainthan ever. The offering for publictrade
of such a questionableasset, packaged asan ETF, is, at the very

least, highly premature.

Strictly speaking, itis POSSIBLE that bitcoin will one day become

used by hundreds of millions of people and millions of merchants. Just
as it is POSSIBLE that a land plotin the middle of the Sahara will
become as expensive asreal estate in downtown Las Vegas, because
someone MAY build a popular casinoright nexttoit. That mere
possibility, however, should notbe enough to make ita valid
investment.

The Commission may also wantto considerthat, if the bitcoin ETF is
approved, there would be noreason to deny the same privilegeforthe
other 600+ cryptocurrenciesthat have been created, orforother



equallyimmaterial and unbacked assets thatanyone couldinventinthe
future.
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